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Converging Systems Pilot (PC) Software App Quick Start Guide 

The Pilot software application is a useful tool to view (i) discovered e-Node (Gateway) devices on a network (including their IP addresses), 

and to view (ii) discovered ILC-xxx controllers (using CS-Bus mode on all e-Nodes) as well as added DMX fixtures (using DMX mode on 

supported Gateways) for the purposes of both testing those devices using an easy-to-understand User Interface/UI as well as monitoring 

communication data within the system for troubleshooting purposes.   Nearly all setup issues with 3rd party platforms as well as hardware 

testing can be achieved with this application. The result is the most problems can be solved quickly with the use of the Pilot application.  

 

Note; A number of years ago, this Pilot application was the mandatory method for (i) naming devices, (ii) assigning Unique ID numbers (UID) 

as well as (iii) setting Zone/Group/Node  (ZGN) addresses during the commissioning process.  This legacy functionality has now been 

replaced by much more advanced functionality now available within the e-Node’s built-in webpages. We recommended that all efforts 

relating to CS-Bus device activations (i.e., assigning UID address) as well as DMX device additions, as well as the assignment of non-zero 

Zone/Group/Node (ZGN addresses) to all devices should NOT  be performed using the Pilot application anymore.  Perform all of those tasks 

as documented in the relevant Quick Start Guides for those devices and simply use the Pilot application for the purposes outlined in the first 

paragraph. 

  

 

Step 1 

Download Communication and Load Drivers  

 

Min Requirements to run the Converging Systems‘ Pilot application. 

-PC  

-Hardwired Ethernet connection (preferrable but WIFI is acceptable 

but some loss of data may be experienced. 

-Make sure the PC on which this application will be running is within 

the same subnet as the e-Node gateway. 

-Verification that UDP Ports 4000 and 5000 are not being blocked by 

your computer’s firewall (if so see Appendix 2). 

-Make sure that there are not two or more instances of the Pilot 

application running at the same time on your computer (if so, kill one). 

 

Converging Systems PC Software Download. Latest application  may 

be found here  

https://www.convergingsystems.com/downloads_library.php The Pilot 

application can be found under General/Applications. Here are the 

credentials that you may need to access this site. 

  Username csidealer 

  Password  4212color 

 

Warning. After you download the zipped application, make sure you 

Unzip/Extract the file first before using.  The application will run but will 

not work properly. 

Step 2 

Lauch Pilot Application  

➢ Once launched, you will see this User Interface (UI) below. In 

case you have navigated away from this page, you can revisit it 

by selecting View/Map. 

 
 

Note: If nothing appears within the CS network above, you may need 

to redirect the application to selecting the proper network or NIC that 

is being used. Go to Interface/Network and under NIC IP see if an 

alternative NIC is available other than the auto-selected NIC that the 

application first discovered. Select the correct NIC IP device and hit 

OK.  

 
Step 3 

Discover all e-Node Gateways and ILC-xxx or DMX devices. 

 
Discover e-Node.  First, select the Discover e-Nodes button to scan for 

all e-Node gateways accessible on your network 

 

Discover Devices (ILC-xxx controllers or previously added DMX 

fixtures). Select the Discover Devices button to discover all connected 

and powered up devices connected to your Gateway. 

 

Note: Sometimes the discovery process might take upwards of a 

minute and the application may become nonresponsive, if many 

devices are found. Do not interrupt this discovery process until it 

appears there are no new devices being added.  Here is an example 

of a single e-Node discovered along with 4 connected devices.  

 

 

Step 4 

Using the Virtual Keypad to Test/Diagnose the System 

 
 

Launch the Virtual Keypad. Within the top ribbon in Pilot, select 

VIEW/Virtual Keypad. We currently have three keypads available for 

testing.  These are  

 

➢ Simple 

➢ Lighting 

➢ Motor 

 

Select the applicable keypad for your needs. For the purpose of this 

Guide, we will demonstrate the Lighting Keypad. Select that now. 

 
 

HINT: You can move the Virtual Keypad away from the Pilot App’s 

primary screen so that you can view other windows concurrently. This 

is especially useful for monitoring Traffic in Step 6 below. 

 

 

https://www.convergingsystems.com/lighting_install_library.php
https://www.convergingsystems.com/downloads_library.php
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Step 5 

Using the Keypad 

 
 

Address to where the command(s) will be directed. There will be a 

pulldown shown above where you can select a single e-Node  

Gateway or a Broadcast address (to all e-Nodes). With smaller setups,   

Broadcast may be fine, but when systems get larger, it might be wise 

to just direct the traffic to a single IP device/e-Node so that other 

systems are not impacted. 

 

 

Zone/Group/Node (ZGN) address. You can (i) direct traffic to any ZGN 

address or (ii) direct traffic using a wildcard address (with a “0” in key 

portions of the address. For example, you can use wildcards (i.e., 2.1.0 

for all addresses with numbers within the third octet “0”,  or 2.0.0 for all 

addresses with non-zero numbers within the second and third octets, 

or finally 0.0.0 for all device within the system regardless of their 

address. 

 

Note: this is an excellent tool to test wiring and device connectivity as 

well as to determine if you have any missing channels or diodes. 

 

 

Step 6 

Monitoring Data Traffic 

 
 

Launch the Traffic Windowsl Keypad. Within the top ribbon in 

Pilot, select VIEW/Traffic.  

 

Note: Initially, you may need to “prime the pump” and discover 

or rediscover e-Nodes in your system in case there have been 

changes since the last time you entered this window. Simply 

place your mouse within the upper left window,  right click and 

select “Refresh.” Upon issuing that command, all operational e-

Node(s)will appear/reappear that can be discovered and the 

traffic window will show signs of life. 

 

View Bi-Directional Traffic (automatically). If you were to press a 

UI button within the Virtual Keypad (Step 4), you would see  

command strings (preceded with  a “#” header) appear within 

the View/Traffic window reflecting actual traffic seen. For many 

commands that evoke an action or a change of a state, a bi-

directional feedback statement will be seen preceded with an 

“!” 

 

 
Step 7 

Logging 

 

 
The Pilot application has a useful feature that allows all traffic that 

otherwise would be displayed within the Traffic Windows to be 

captured in a file that can be viewed outside the program. In order to 

invoke this feature. 

➢ First, select Log File Name and enter an identifiable file name 

in a specific file location. 

➢ Second, select the Start action which will start storing all 

traffic. 

➢ Finally, when you are done logging, select Stop. You can 

retrieve the file. 

 

 

Appendix 1 

Features Deprecated 

View Project and loading in a 

stored project 

No longer supported. Similar 

functionality such as the 

storing and retrieving the 

Lutron Table programming 

and DMX fixtures are now 

directly supported within the 

e-Node webpage. 

Setting UIDS Use e-Node webpage GUI 

instead 

Interfaces (other than UDP) Not permitted currently 
 

Appendix 2 

Changing the default send/receive UDP Ports  

 

 
 

Occasionally, some firewalls prevent UPD Ports 4000 and 5000 from 

being accessed and in some cases some Integration Platforms utilize 

one or both of these UDP Ports  (i.e., Vantage) for their own purposes). 

In such cases, you must either (i) change the above Send/Listen Port 

for the Pilot application, or (ii) adjust or disable your Firewall or virus 

software to allow communication on UDP Ports 4000/5000. If you chose 

the former case, you must also change the default settings within the 

e-Node* so that the Listen Port on the e-Node matches the Send Port 

on the application (i.e., they have to be same number). In addition, 

you must also change the Send Port on the e-Node* such that it 

matches the Listen Port on the application. 

 

*Note: These e-Node UDP settings can be changed using the web-

interface of the e-Node which does not use USP to access or change 

any settings. 

 

 

 

 

 

These are the 

Send and Listen  

Ports on the 

application only 


